
Information obligation for personal data processing 

Informačná povinnosť k spracúvaniu osobných údajov 

 

WEBSITE LOCATED ON DOMAIN 

„debongre.sk“ 

 

Purposes of personal data processing: 

• general administration of the website, 

• ensuring an undisturbed connection, 

• ensuring convenient use of the website, 

• evaluation of system security and stability. 

 

Category of affected persons: user of the website located on the debongre.sk domain. 

 

Category of personal data: ordinary personal data. 

List of personal data: when accessing and using the website www.debongre.sk , personal data is 

collected, which the user's browser automatically transfers to the server of the website. This information 

is temporarily stored in the so-called log file. The following information is recorded without visitor 

intervention and stored until it is automatically deleted: 

 

• online identifier assigned to the person concerned – IP address of the terminal device used, 

• data about activity on the website or preferences of the person concerned in the online environment, 

e.g. date and time of access, name and URL of the downloaded file, 

• the browser or operating system used, 

• the name of the internet connection provider. 

 

Legality of personal data processing: Art. 6 par. 1 letter f) of the general regulation on data protection - 

legitimate interest in providing a response to questions or potential suggestions to the person concerned. 

The processing of the mentioned personal data is necessary for the operation of the website, and 

thereby for the purposes of the legitimate interest of the Operator and the functioning of the website. 

 

Legal obligation to process personal data: personal data is not processed on the basis of a special 

legal regulation. 

 

Recipients or categories of recipients to whom personal data will be provided: personal data is not 

provided to any other recipient. 

 

- to third countries: personal data are not provided to third countries, 

 

- to international organizations: personal data is not provided to international organizations. 

 

Another authorized entity based on Article 6, paragraph 1 letter c) Regulations of the European 

Parliament and of the Council (EU) 2016/679 on the protection of natural persons in the processing of 

personal data and on the free movement of such data, which repeals Directive 95/46/EC (General Data 

Protection Regulation). 

Disclosure of personal information: personal information is not disclosed. 

 

Personal data retention period: the personal data of the data subject will be deleted or blocked as soon 

as the purpose of data retention has been fulfilled. The collection of data for the operation of the website 

and the storage of data in log files is absolutely necessary for the administration of the website. 
 

Instruction on the form of the request for the provision of personal data from the persons 

concerned: the provision of personal data for this purpose is not a legal or contractual requirement, but 

without their processing it is not possible to visit the website www.debongre.sk . 

http://www.debongre.sk/
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The operator guarantees that the personal data provided by the affected person will be processed in 

accordance with the principle of minimization of storage, and in the event that the purpose of processing 

ceases to exist, the operator guarantees to delete the personal data. 

In the event that said personal data will be processed for a purpose other than that specified above in 

this information obligation, the person concerned will be informed about this purpose as well as about 

the legal basis of such processing even before such processing. 

 

Technical and organizational security measures: organizational and technical measures for the 

protection of personal data are elaborated in the operator's internal regulations. Security measures are 

implemented in the areas of physical and object security, information security, encryption protection of 

information, personnel, administrative security and protection of sensitive information, with precisely 

defined powers and duties specified in the security policy. 

Automated individual decision-making including profiling: automated individual decision-making 

including profiling is not performed. 

 

 

 


